Installing an SSL certificate on

your server
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Introduction

There are a number of steps in adding a digitally signed certificate. This guide assumes that

you have already Created a Certificate Signing request, and have now received your new

signed certificate.

Once this is complete, you can add the certificate to your server and set up secured
connections on your website.

Preparing your certificate

Once you have received your signed certificate by email you should copy and paste it into a

text editor, such as Notepad or Vi.
Quick tip: Ensure that you copy the certificate into a text editor. Word Processors

such as Microsoft Word will add hidden formatting characters that will stop your

certificate from working when installed on your server.

Your certificate should take the following format:

1 - BEGIN CERTIFICATE -----
2 Code
3 - END CERTIFICATE -----

Check that there are 5 dashes to either side of BEGIN CERTIFICATE and END CERTIFICATE and
that no whitespace, extra line breaks of additional characters have been added during the

copy and paste process.

Save the certificate as a .crt file and upload this file to your server. Make a note of the

certificate name and location as you will need this when you install your certificate.
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https://resellers.fasthosts.co.uk/euf/assets/pdf-guides/WL/CSR-Requests.pdf?

Installing your Certificate

IS 8
Step 1

From within Server Manageselect Internet Information Services (1I1S) Manaffem the Tools

drop-down menu.

Manage Tools View

Component Services
Computer Management

Defragment and Optimize Drives

DN5
Event Viewer
( Internet Information Services (115} Manager ‘B
- 15051 Intiator -
Step 2

In the IIS Manager, choose your server name.

Step 3

Select the Server Certificates icon. This will be located in the II1Ssection, or the Security

section, depending upon how you are grouping your icons.
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G‘j! CP5-1143 Home

= JlGo - (G show Al | Groupby: Area

A B 9 o B

Authentic ation el COmpression Dief audt Diractory

W
=
@ & &8 &€& B ¢
Error Pages FastCGI Harudler HTTP ISAPI and CGI  ISAPI Filters
Settings fappings Respo... Restrictions
Logging

- 3 2 o=
7. J;{ﬂ F o = D
MIME Types  Modules Cutput Request Server
Caching Fitering | Certificates

Step 4

In the right hand Actionspane, click Complete Certificate Request.

Irnpork, ..

Create Certificate Request. .,
( Complete Certificate Request, . )

Create Domain Certificate. ..

Create Self-Signed Certificate. ..

@ Help

Cnline Help

Step 5

In the text boxes provided, enter the path to your new certificate, enter a friendly name and

chose a certificate store for this certificate.

Quick tip: The friendly name allows you to quickly identify the certificate. You can

choose any name you like.

Page 4



Step 6
Once done, click OK.

Complete a previcusly created certificate request by refrieving the file that contains the certificate autherity's
rESpOnse.

File namse containing the certification authority's response:

[Csers\ Adminustrator Desitop) cent bt | |Z|
Frendly name:

[raphsdormainname

Select a certificate More for the new certificate:
| Web Masting v]

Associating your certificate with your website

Step 1
Leaving IIS open, and using the left hand Connections pane, right click on the website you want

to add SSL to.

Step 2
Then click Edit Bindings.
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(Comections
CMEIET)

=

e ‘Tj Start Page
E...Hj CPS-1143 (CPS-1 143 Administratar
b Q application Pools
S el Sites
#1468 Default Web Site
G MailEnable WebMail
shopmvdomain. -om

) Explore

Edit Permissions. ..

< add application. ..

L El}

iﬂ Add Virtual Directary...

o N

Manage ‘Weh Site 3

Refresh

x Remove

1|
add FTP Publishing. ..
Ready

Rename

{2 Switch ta Content View

Step 5

A list of your bindings will appear. Click the Add button to add a new binding.

Step 6
In the Bindings window select the binding type as https, select an IP address for the secure site

to use and select the certificate to be used with the site.

[[] Require Server Name Indication

S5L certificate:

(| ralphsdemainname ¥ ) Select..
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Step 7
Once done, click OK.

1S 7

Step 1

Choose Start > Administrative Tools > Internet Information Services (I1S) Manager.

Step 2

In the 1IS Manager, choose your server name.

€-|7 |8

Step 3
In the Featurespane (the middle pane), open the Server Certificates icon. This will be located

in the IS section, or the Security section, depending upon how you are grouping your icons.

0‘;! CP5-1143 Home

Fiker: = G0 - LShow Al |Group by: Area - L

IIIE - j
2 & @ 9 , B

ASP Authentication oGl Ciampression Dief ik DCiiractory
Document Erowsing
- n.i.. -I* HEx
Ij'.%'_i_ ¢—__ dfmn | #—: E-J a
Error Pages FastCGI Hardler HTTP ISAPT and CGI  ISAPI Filkers
Settings Mappings Respo. .. Restrictions
= = 1 r o e
= gl - =
Logging MIME Types Madules Outpuk Request Server

Caching Filtering Certificates

2 -
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Step 4

In the right hand Actionspane, click Complete Certificate Request.

Impaort...

Create Certificate Request. .,

( Complete Cerkificate Request, ., )

Create Domain Certificate. ..

Create Self-Signed Certificate. ..

'3@' Help

Cnline Help

Step 5
In the text boxes provided, enter the path to your new certificate, and enter a friendly name

for this certificate.

The friendly name allows you to quickly identify the certificate. You can choose any name you

like.
Oncde done, click OK.

Complete Certificate Request

Tl Specify Certificate Authority Response

L

Complete a previously created certificate request by retrieving the file that contains the certificate
authority's response.

File name containing the certification autharity's response:

IC:'|,Users'|,.¢\dministrator'l,Deskl:op'l,certiFicate.txt o |

Friendly name:

Ishop.mydomain.com|

i a4 l Cancel
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Associating your certificate with your website

Step 1

Leaving IIS open, and using the left hand Connections pane, right click on the website you want

to add SSL to.

Step 2

Then click Edit Bindings. [t
T
&5 Start Page
-85 CP5-1143 (CPS-1143\Administrator
_;’ &pplication Poals

-] Sites
-6 Default Web Site
@ MailEnable WebMail

opL e domain, com

) Explore

Edit Permissions. ..

2 add application. .,
#  Add virtual Directory. ..

Edit Bindings... ) |

,T\

Manage Weh Site 3
i3 Refresh
x Remove
|
Add FTP Publishing. ..
Ready

Rename

Switch bo Content View

ﬁl' 5
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Step 3
A list of your bindings will appear. Click the Add button to add a new binding.

Step 4
Add Site Binding EHE
In the Bindings window select the
Type: IP address: Part:
binding type as https, then select the @E) =] Jis.226.1.47 | Jass
Host name:

certificate to be used with the site. |

35L certificate:

St e p 5 ‘ shop. mydomain. com

Once done, click OK. lTl cancel |
Apache

Step 1

Open the httpd.confor file on your server and locate the Virtual Host settings. There should be
two directives within these settings. Edit these to match the location of the key parts on your

server.

SSLCertificateFile should point towards the location of your newly signed public key. For

example:

SSLCertificateFile /usr/local/ssl/crt/public.crt

SSLCertificateKeyFile should point towards your private key file. For example:

SSLCertificateKeyFile /usr/local/ssl/private/private.key

O Note: Alternatively you can paste the contents of your newly generated certificate
into the Certificate text box under the Upload certificate as text sectipand click

the Send File button.
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Step 2
Restart the Apacheservice, the commands to do this will be different depending on the Linux

OS your server is running.

CentOS

1 service httpd stop
2 service httpd start

Ubuntu

1 /etcl/init.d/apache2 stop
2 /etcl/init.d/apache?2 start

Should Apache fail to restart you should check the Apache error logs for further information on

the problem.

Plesk 12

Step 1
Log in to Plesk on your server as the server administrator and click on Domains in the Hosting

Servicesnenu.

= Hosting Services
& Customers
L Resallers

[& Subscriptions
[3 Service Plans

Step 2
Click on the Open in Control Pankhk next to the domain name you want to add the SSL

certificate to.

Subscription & Subscriber Setup Date

@ raphsdomainmame.com [efaull Domain] Ralph Seith, RalphTeds July 4, 2'.1-1
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Step 3

Click the Show More button at the bottom of the Websites & Domainsection.

Applications Custom Website
Create your site by installing a web app, such as Upload the content of your site and create databases
WordPress or Drupal —~

EoFiles | B Databases

@ Install Apps

Step 4

Click on the Secure Your Sites icon.

@ Web Hosting Access @ FTP Access

\:_n_z

(php) PHP Settings (i Web Server Settings
= PHP version: 5.3 E

Ej File Manager iﬂh Web Statistics
Secure Your Si@

|/:\\| Mail Settings

Step 5
Click the Add SSlCertificate icon.

ﬁu:ld 55L Certiﬁ'ca@ #£ Remove

Step 6

Enter a Certificate Name to help you identify this certificate. In the example below we've

named it after the domain name the certificate is for, to make it quickly and easily identifiable.

Certificate

- R :
Certificate name @LphEdnmamnamE.EDm )
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Step 7
You also need to enter your company address, the domain name the certificate will protect,

and a valid email address. These details must be accurate as they will be used to generate your

private key.

Bits 2048

Country * United Kingdom ':
State or province * Gloucestershire

Location (city) * Gloucaster

Organization name (company) * | RalphTech

Orgamzation department or
division name

Domain name * www. ralphsdomainname. com

Email * ralph@ralphsdomainname. com
Buy 55L Certificate self-Signed

Click the Request button when you've entered the information. You'll see a confirmation

message that the certificate has been created.

Step 8
Locate the newly created certificate in the list and click on it to see it's properties. Scroll down

and find the CSR section. Copy all the text that starts with:
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————— BEGIN CERTIFICATE REQUEIT———-

MITCSTOCACOCAQRAwgZ BxCsAJBgiVEBAY TAL A MR qwEg Y DVRO TEwSHES 1Y 2V dEW y
c2hpemxEsARBgHVEACT Chkd=kaVj 2N 0 ZX IxEsARBgNVEAcTCLIhbEHEoIFR1Y2gx
ITAfBgNVEAMTGHA 2d S yiWaxwaHN kb2 1 haWSu YWl 1 LalvhTEpMCoEl3gE3 ThaDRED
AR¥YacmEPscChicmPscfhsZE3t YW lubmPt 235 b2 0wggEiMAOECIgEI ILADQERAQTA
B4IBDwAwggERA0 IBAQCadDLY, s glreYagPige 06620 2ea 41 2FN i JQRYEZ Za
HpBLJEmSnjswHrPore+H55r 32Hp 1M 7 £ e FAEFhGECoEvA yaxRmMANC/ ¢ TvHD IO
¥ySHhaHpxGZEzECL 1 bt LW nwED R kme VPd I SEOWHOPQ=oa ZewTwyAROLIR1IDES
fE4GHEElevdDRj IxR 7 9TM3hs3JirhuBhqlIp 32 2GEUFPhadiWE kRouDRo9Vik¥T4
bRDcPLOHmgE R 4 2P T w4 PREERS TR 2exIY I =Fgl 8 =cPRDsYXj+pNEEqgDHD§ vy FOD
WlilwdEagHi2gZavH+ mFMRZ ] ETVaxduVmlboVosAgMBARGgADANEgkghkiEow0E
AQUEAROCRAOEAD TxDod 30 xNEauwh 2 1DE=V1EgR ErHObt BweWAR AzcuEQEISEE
Ay3l0CIalvaMoHEEgHERE 7TdMwEaws ESvhiThJpRSHE PFu=3fnIx 10T AWE caK4uEE
pBEFREwlC1Huy 5 ZhHgbNRBwi 3 21 Lo¥o5/ 1IBTEh yshBquT lefd4o5/ ReIT48 Tz yEIb
yvhos¥I7dIolDAulOySa0YAREEloRibu IR0 r2xa DAl £vEE 3Fu TOs EEMTQdo ] s0pt
HrDWERTwIFtzk / HulCk JmJoEnT=2ev3Hj 47edd/xDy/ JEqd=038KogSsaremlcRT
01/+H8TbXH s 2KEWE 1dVp0Lo EddIHR+clnig=—

Step 9
Visit the web site of your chosen certificate authority and follow their procedures to purchase
your certificate. When prompted, paste the CSR text you copied in the previous step into their

online form. They will then generate your certificate. Save the generated certificate file to your

local machine.

Step 10
Select the Websites & Domainsb, and click the SSICertificates icon to go back to the SSL

certificates list. Click on the certificate you just created in the list to view it's properties again.

Step 11
Under the Upload certificate filesection, click the Browse button by the Certificate text box

and locate the file you just saved to your machine from the certificate authority.

Upload the certificate files

Use this form to upload components of the certificate (".key, ".at, "-ca.crt) that you own.

Certificate * 40 file selacted.

CA certificate » Browse. .4 No file selected.

Click the Send File button to upload the certificate to your server.
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6 Note: Alternatively you can paste the contents of your newly generated certificate
into the Certificate text box under the Upload certificate as text sectipand click

the Send File button.

Step 12

Select the Websites & Domains tab at the top of the page.

@ebsites & Domains ) G Applications

Step 13

Click the Hosting Settingtink next to your domain name at the top of the page.

ralphsdomainname.com

Website at £ httpdocs/  IP address: 88.208.228.169  System user: ralphsmith
,1-3} Open Preview Suspend [Disable Description

Step 14
This will bring up the Hosting Settingéor the domain. Tick the box labelled Enable SSL support

and select the certificate from the dropdown menu.

Security

To secure transactions with your site, use SSL which encrypts all data and transfers them
other valuable data from stealing, so be sure to secure shopping and login areas of your s
properly employ SSL, an SSL certificate should be installed on the site and then selected it

([¥] Enable SSL support )

Certificate Not selected I'E

 ralphsdomainname.com (ralphsdomainname.com)
Web Scripting and Statistics Not selected

Click OK at the bottom of the page to apply the settings.

Quick tip: The CA part of the certificate is optional but it is useful to have for

cross-browser compatibility. You can download the Intermediate CA and Root

CA from Symantec.
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https://www.websecurity.symantec.com/content/dam/websitesecurity/support/digicert/symantec/ica/DigiCertGlobalCAG2.pem
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Plesk Onyx

Step 1 Hosting Services
In the Plesk control panel, select Domains from the A customers

Hosting Servicesction within the left menu bar. 3. Resellers

© Domains

% Subscriptions

B Service Plans

Step 2

Click on the domain you wish to add the certificate to.

Domain Mame Hosting Type Subscriber Setup Date w
4 website Administrator, Ralph Technologies Nov 1, 2016
Step 3 '.I DNS Settings Email Addresses
T

Password-Protected Directories

L]
Step 4
Click on the Add SSL/TLS Certificate icon.
@3 Add SSLTLS Cert'lfica@

Step 5
Enter a Certificate Name to help you identify this certificate. In the example below we've

named it after the domain name the certificate is for, to make it quickly and easily identifiable.

Add SSL/TLS Certificate

Certificate name * Cralphsdomain.com )
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Step 6
You also need to enter your company address, the domain name the certificate will protect,
and a valid email address. These details must be accurate as they will be used to generate your

private key.

After the details have

Bits * 4096 v
been filled in click the _ N

Country * United Kingdom v
Request button. State or province ® Gloucestershire

Location (city) * Gloucester

COrganization name (company) * Ralph Technologies

Organization department ar
division name

Domain name * www.ralphsdomain.com

Email * ralph@ralphsdomain.com

self-signed
Step 7

You will be directed back to the SSL Certificates section. From here you will need to click on

the certificate that has just been created.

R K i A Mame

- C':—I shsdomain.cc ‘r)

Step 8
Copy the entire CSR part from where the text starts with ----- BEGIN CERTIFICATE REQUEST-----
to where it ends with ----- END CERTIFICATE REQUEST----- save this to a notepad file.
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CSR

IESTCCASACAQAWEZ8xCzAIBENVBAYTAKACMREWF £YDVQQI EwSHbGI1Y2VzdGVy
c2hpcmUXEZARBENVBAC TCkdsb3V jZXNOZXIxGzAZBENVBAGT E1JhbHBOIFRLY2hu
b2xvZ211c2zEdMBsGA1UEAXMUd3d3LnIhbHBoC 2RVBWF pbi5 jb2@xITA BgkahkiG
9wBBCQEWFnIhbHBoQHIhbHBoC 2RvBWF pbi5 jb2@wegl iMABGCSGGSIbIDQEBAQUA
A4 TCDWAWEZEIKAOTCAQC+THIKXEVNGeMe4Lwf7Z9XKIc5Z3DSNb/bEoaGUp JuKvhM

/ gmbA1CILENUAL tNa+0QBBy TCOBQWc i HDUFBNSSTp7 2+ ID1vF zN4B/UbInF25Z0
c£6GiBDCVOi i fpEnDBUEE/SmSRE3QEWbXaZkK1K IdTAZ cwl1keh1WXGSqipsFSheh
G2rgeBSHOPaYVHS1Y1yMuY2L inrL 04rmoAly 2DILhEqgkF185BMsPr-FZ9G8ukvg

R53XjWt8goZ0Q8uqlL PABMhfrIBHz p7sX1bGn 2nymn 25Rz 16a44tHp8vYOgM4z3

QF kt6CipuH7xjFF6g]cVeYkuMU3LK7ny /bnbICANGSB7wD@3y5bM/ M7 I thWukbezl
domu/dyDQPMte2SiMIf3gHItnFm4XAhhg962077GZ zt3eimamNCseS0TQOVI WS
DR BEMGWBH50HUYAYqqy IFb5rPfub+bo7KBekB@sXG5swhsdnEcOr3T58p750/ 6D
gl +c1GUR/ZAhOq503ImBr/ ypGd+5h/Bu/e7EQXb/ LI Xwf79q25tbGOKgN1 j1qnTP
bbGzrHVQh/VG/Qhx2e9ipByLveC4g4PMcYF SuHxGYM2 1HsvFvIvctiVdsx6VhPMi

Step 9

Copy Ctrl+C
Search Google for *-——--BEGIN CERTIFICATE REQUEST-—--.."

Print... Ctrl+P
Inspect Ctrl+Shift+

You will need to provide this to your chosen certificate authority (the company you are

purchasing your SSL certificate from). They will then provide you with at the certificate part to

upload to Plesk.

Step 10

Once you have the certificate part from your provider, click the Choose file button and find the

certificate file on your computer. Once you have located it, click the Upload Certificate button.

Upload the certificate files

Use this form to upload the compenents of a certificate as constituent files.

Certificate (*.crt) * ( Choose file Mo file chosen
CA certificate (*-ca.crt) Choose file | Mo file chosen

Upload Certificate

Step 11

Select the Domains from the Hosting Servicesction Hosting Services

within the left menu bar.

Step 12

,L Customers

s Resellers

@ Domains

&t subscriptions

[B Service Plans

Click the domain you wish to apply the certificate to.

[l Domain Mame Hosting Type Subscriber Setup Date v

[J € ralphsdomain.com 4 Website Administrator, Ralph Technologies Nov 1, 2016
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Step 13

Click Hosting Settings on the domain overview.

ralphsdomain.com

Website at 53 httpdocs/  IP address: 77.68.8.119  System user: ralphsmith

$‘Gaer & Preview Suspend Disable Description
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Step 14
This will bring up the Hosting Settingfor the domain. Tick the box labelled Enable SS{upport
and select the certificate from the dropdown menu.

Security

To secure transactions with your site, use SSL/TLS protocol, which encrypts all data

(¥ s5UTLS support )

Permanent SEQ-safe 301 redirect from HTTP to HTTPS

Certificate

Web scripting and statistics

Quick tip: The CA part of the certificate is optional but it is useful to have for

cross-browser compatibility. You can download the Intermediate CA and Root

CA from Symantec.
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https://www.websecurity.symantec.com/content/dam/websitesecurity/support/digicert/symantec/ica/DigiCertGlobalCAG2.pem
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cPanel

Step 1

Log in to cPanel, scroll down to the Securitysection and click the SSL/TLS Manager icon.

‘e Eg - & Ve

all Hotlink Leech
Protect Manager Access Protection Protect
Directories

Password [P Deny

Step 2

Click the link Generate, view or delete SSL certifigming requests

Private Keys (KEY)

Generate, view, upload, or delete your private keys.

Certificate Signing Requests (CSR)
@nerate,. view, or delete S5L certificate signing reqUE@

Certificates (CRT)

Generate, view, upload, or delete S5L certificates.

Install and Manage SSL for your site (HTTPS)

Manage S5L =ites.

Step 3
Fill out the CSR form using the fields provided.

Key: Leave this field set at Generate a new 2,048 bit key

Domains: Enter the domain name that you want to add SSlto.

City: Enter the City that the domain's registrant details contain.

State: Enter the State or County that the domain's registrant details contain.
Country: Select the domain registrant's country from the dropdown menu.
Company: Enter your company name.

Company Division: Enter the division within your company.

Email: Enter the domain registrant's email address.

Passphrase: Enter a passphrase (optional).

Description: Enter a description (optional).

=4 =4 -8 8 4 2 _9a -2 _2 -2

Step 4

Copy the entire Encoded Certificate Signing Request from the start of the line reading:
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Encoded Certificate Signing Request:
— "ATE —

Paste this into a notepad file for safe keeping.

Step 5
You will need to provide this to your chosen certificate authority (the company you are
purchasing your SSlcertificate from). They will then provide you with the certificate part to

upload to cPanel. Paste this into a notepad file for safe keeping.

Step 6
Once you have the gained the CRT from your certificate authority, copy the entire certificate

from the start of the line reading:
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Step 7

Scroll down to the Securitysection and select the SSKTLS Manager icon.

-

vg E

Password IP Dany SSUTLS S5SH/Shell Hotlink Leech GnuPG
Protect Manager Manager Access Protection Protect Keys
Directories

Step 8

Click the link Generate, view, upload or delete SSL certifcate

Private Keys (KEY)

Generate, view, upload, or delete vour private keys,

Certificate Signing Requests (CSR)

Generate, view, or delete S5L certificate signing requests.

Certificates (CRT)

@Enerate, view, upload, or delete S5L certificat@

Install and Manage S5L for your site (HTTPS)

Manage S5L sites.

Step 9
Paste your certificate into the box labelled Paste your certificate beloand click Save

Certificate.

Step 10

Scroll down to the Securitysection and select the SSKTLS Manager icon.

d \ f SS5H/Shaell Hotlink Leech
Protect . Access Protection Protect
Directories
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Step 11
Click the link Manage SSL Sites

Private Keys (KEY)

Generate, view, upload, or delete vour private keys.

Certificate Signing Requests (CSR)

Generate, view, or delete S5L certificate =igning requests.

Certificates (CRT)

Generate, view, upload, or delete 351 certificates.

Install and Manage S5L for your site (HTTPS)

CManagE S5L E-itEE-.)

Step 12
Scroll down the page and from the Domaindrop down menu select the domain name that you

want to install the SSlcertificate on.

Install an S5L Website

Note: You do not have a dedicated |P address. As a result, web bro
give false security wamings to your users when they access any of
Explorer™ on Windows XP™ is the most widely used web browser

Browse Certificates

Domain: | Selecta Domain E]

Selecta Domain
LE N ralphsdomainname.com  (www.ralphsdomainname.com)

Step 13
Click the button that appears labelled Autofill by Domain. This will automatically fill in all the

key parts for the domain that were installed in previous steps.
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Domain: [ ralphsdomainname.com (www.ralph]Z[ OGuhoﬁll by ma

IP Address: 105.226.16.61

Certificate: (CRT) @

IFdDCCBFygAWIBAGIDCMOPMAOGCSQSS b 3DQEBBQUAMGE XCZAJBNVEAYTAIVT
YWEAYDVQOKEW1 HZWIUcnVzdCBIbmMuMR OWGWY DVQQLEXRED21 haW4gVmF saWRh

IFNTTDEBMBKGA1 UEAXMSR2VVVEJ1c3QQRFYqU1NMIENBMB4XDTEOMDMXOT Ix
ZNFOXDTE 1MDMyMzEXNDEZN10wgcSxKTAnBgNVBAUT IHB1VkpDSEX35TVzbiRu
YTdqUye thUtXWk1BeTE10EZrMRMWEQY DVQQLEWpHVDQWN ] QSN T ZMT EwLWYDVQQL
EyhTZWUgd3d3Lmdlb3IRydXNOLaNvbS 9y ZXivdX T3 ZXMyY 382 ICh] KTEOMTcwlQYD
VROLEySEDb21haWdgQ29udHEIvbCBWYWxpZGF0ZNQgLSBRAN] §a INTTChSKSBQemVE
aXVTMSEwHWYDVQQDEXh 3d3cucmF2cGhz2 Gt YNLubmFt2557b20wggEiMAOGCSqG
SIb3DQEBAQUAAS IBDWAWGQEKACIBAQC] Seudwrrk8Utu0PROWNNZ6p4/ FODGOWGN  ~
d3V4GodZbQAZgE+WQcemecwE WS tUnEQUEADTVVVGCEp/ 656cLusCIVBMKAZ0En 2

Domains: www.ralphsdomainname.com
ralphsdomainname.com

Issuer: GeoTrust Inc.

Key Size: 2,048 bits (a5£1ebb? ..)

Expiration: Mar 23, 2015 11:41:38 AM

The certificate may already be on your server. You can either paste the certificate
here or try to retrieve it for your domain.

Ln | »

Step 14

Scroll to the bottom of the page and click the Install Certificate button.

Certificate Authority Bundle: (CABUNDLE) Optional

----- BEGIN CERTIFICATE-—-- -
IDEICCAuagAWIBAgIDErvmMAOGCSqGSIb3DQEBBQUAME4xCzATBgNVBAYTALVT IE_J
YDVOOKEwdFcXVpZmF4MSOwKwYDVOQLEYRFCXVPZmEF4 IFN1Y3VyZSBDZXJI0 :
aWZpY2F0Z588dXRob3JpdHkwHhcNMDIWNT I xMDOWMDAWNNCNMT gwODI xMDQWMDAW
W3 BCMQawCQYDVQQGEWIVU 2EWMBQGAIUEChMNRZVVVHI1c3QgSWS I L) EbMBKGALUE
AXMSR2ZVVVEJI1c3QgR2xvYmFaIENBMIIBI jANBgkghkiGOwWOBAQEFAROCAQEAMIIB
CgKCAQEA2awYYzD99Bc]1G1Z+W928EbD] kcbd4 kdSSodhM+ENDTgPRPTSEHCIJaWCom
0SmOBX1LnT)oBbdqfnGkSsRoprivgOSJIKA+eJdbrg/OtppHimM1CGDUUna2YRpIu
T8rxhOPBFpVILVDViS2Aelet8uSfaSIA bk U+BQVNANARGNTCaiRVBIVKE3Q126C
JmTM386DCXHKTubU1XupCelV3ajs0144U+VeTdwt /1A NvamSauOpDkZALeVAImR v
Cw7+0CTREQWa 9k 0+bwEHHagaHo9g0eLEN1IMIOdReJivbPagUvILrGAMoUgRxSasz :

In most cases, you do not need to supply the CA bundle because the server will fetch
it from a public repository during installation.

Canstall Certifcate ) _Reset |

A confirmation screen will appear, click the OK button to finish the SSlinstallation.
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